张开涛跟我一起学shiro 中使用 oult 的 oauth2

<http://jinnianshilongnian.iteye.com/blog/2038646>

服务端主要为

1 管理 client\_id client\_secret client\_name

只允许已有的client登陆

2 处理获取code的请求

Code为每次请求都会生成的一个随机值

要求 client\_id

redirect\_uri

response\_type=code

生成一个带code的登陆请求 交给客户端使用

如果用户在服务端也没有登陆则跳转到认证页面，成功后发送code

3 处理 获取 accessToken的请求

要求 client\_id

client\_secret

code

redirect\_url

生成一个带accessToken的令牌 交给客户端使用

4 处理 获取用户信息的 userInfo 请求

要求 accessToken

返回用户信息userInfo

客户端主要为

未登录时走登陆过滤器

1验证URL中是否有code

没有code跳转 登录页

此登录页会发送包含客户端信息的URL

client\_id

redirect\_uri

response\_type=code

有则进行code方式登陆

2 code方式登陆

登录时发送accessToken请求

包含 client\_id

client\_secret

code

redirect\_url

要求返回 一个 accessToken

接着发送userInfo请求

包含 accessToken

要求返回用户信息 userInfo

使用userInfo登陆

问题是 如何同时注销用户